
MEDICARE BENEFICIARY QUALITY 

IMPROVEMENT PROJECT (MBQIP) 



WHAT IS MBQIP? 

• The Medicare Beneficiary Quality Improvement 
Project (MBQIP) is a quality improvement activity 
under the Federal Office of Rural Health Policy’s 
(FORHP) Medicare Rural Hospital Flexibility (Flex) 
grant program.  

 
• Implemented in 2011, the goal of MBQIP is to 

improve the quality of care provided in critical 
access hospitals (CAHs) by increasing quality data 
reporting by CAHs and then driving quality 
improvement activities based on the data.  



• MBQIP provides an opportunity for individual hospitals to 
look at their own data, compare their results against other 
CAHs and partner with other hospitals around quality 
improvement initiatives to improve outcomes and provide the 
highest quality care to each and every one of their patients.  
 

• As the U.S. moves rapidly toward a health care system that 
pays for value versus volume of care provided, it is crucial for 
CAHs to participate in federal, public quality reporting 
programs to demonstrate the quality of the care they are 
providing. Low numbers are not a valid reason for CAHs to 
not report quality data. It is important to provide evidence-
based care for every patient, 100 percent of the time. MBQIP 
takes a proactive approach to ensure CAHs are well-prepared 
to meet future quality requirements.  



MBQIP MEASURES- REQUIRED 

 
• OP-1: Median Time to Fibrinolysis  

• OP-2: Fibrinolytic Therapy Received within 30 minutes  

• OP-3: Median Time to Transfer to another Facility for Acute 
Coronary Intervention  

• OP-4: Aspirin at Arrival  

• OP-5: Median Time to ECG  

• OP-18: Median Time from ED Arrival to ED Departure for 
Discharged ED Patients  

• OP-20: Door to Diagnostic Evaluation by a Qualified Medical 
Professional  

• OP-21: Median Time to Pain Management for Long    Bone 
Fracture  

• OP-22: Patient Left Without Being Seen  



MBQIP MEASURES- REQUIRED 

(cont.) 
• IMM-2: Influenza Immunization  

• HCAHPS Survey  

• OP-27: Influenza Vaccination Coverage Among Healthcare 
Personnel (HCP)  

• EDTC-1: Administrative Communication (Two data elements)  

• EDTC-2: Patient Information (Six data elements)  

• EDTC-3: Vital Signs (Six data elements)  

• EDTC-4: Medication Information (Three data elements)  

• EDTC-5: Physician or Practitioner Generated Information 
(Two data elements)  

• EDTC-6: Nurse Generated Information (Six data elements)  

• EDTC-7: Procedures and Tests (Two data elements)  

• All-EDTC: Composite of all 27 data elements  



Quality Data Reporting Channels for 

MBQIP Required Measures 



Quality Data Reporting Channels for 

MBQIP Required Measures (cont.) 



Quality Data Reporting Channels for 

MBQIP Required Measures (cont.) 



Influenza Vaccination Measures 
 

•Fact sheets for OP-27 and IMM-2 

•HCP Influenza Vaccination Summary (NHSN) 

•HCP Vaccination Module (CDC) 

•OP-27 Reporting Improvement for CAHs (QIO) 

 











Outpatient Measures (OP) 
 

•Fact Sheets for OP-1 thru OP5; OP-18, OP-21, OP-22 

•Abstraction Tools  

 















































Hospital Consumer Assessment of 

Healthcare Providers and Systems 

(HCAHPS) 

•Fact Sheets for HCAHPS Composites/Questions 

•The HCAHPS Survey – Frequently Asked Questions 
(CDC) 





































Emergency Department Transfer 

Communication (EDTC) 
•Fact Sheets for EDTC Measures 

•EDTC Reporting 

•Sample EDTC Report/Tool 



















Emergency Department Transfer 

Communication (EDTC) Reporting 
 

• Identify Measure Population  
 Hospitals need to identify which Emergency Department cases fit in the measure 

population for reporting. The information on how to determine the patient population for 
the measure is found on the Population and Sampling page of the EDTC Data 
Specifications Manual available 
http://www.stratishealth.org/providers/ED_Transfer_Resources.html 

 
• Abstract the EDTC Measure Data  
 Hospitals must chart abstract the EDTC data elements to determine the numerator and 

denominator for the MBQIP program submission on a quarterly basis. Data can be 
collected via a third party vendor or by the use of an Excel-based data collection tool. The 
free Excel-based Data Collection Tool for EDTC measure, along with instructions for using 
the tool, can be found 
http://www.stratishealth.org/providers/ED_Transfer_Resources.html 
 

• Submit the EDTC Data  
 Numerator and denominator data is submitted to the State Flex Coordinator or their 

designee. Contact your Flex Coordinator to determine how the EDTC data should be 
submitted.  
 

http://www.stratishealth.org/providers/ED_Transfer_Resources.html
http://www.stratishealth.org/providers/ED_Transfer_Resources.html
http://www.stratishealth.org/providers/ED_Transfer_Resources.html
http://www.stratishealth.org/providers/ED_Transfer_Resources.html


  

                  

                  

*All elements are required 
  

  
CMS Certified Number (CCN) of  

Critical Access Hospital 
    

  
Enter Name of the State  

(Please enter the two letter state abbreviation) 
    

  **Enter Patient Name     

  **Enter Patient Medical Record Number     

  
Select Patient Discharged Disposition 

 (from drop down list) 
    

  
Enter the Date of Patient Encounter 

(MM/DD/YYYY) 
    

  Enter Name of the Person Doing Data Collection     

  Year of Data Collection     

                  

    

    

                  

                  

                  

                  

Enter Hospital, State, Patient and Data Collection, Date and Time 

Period Information 













Public Data Reporting Systems 
•QualityNet Registration 

•CART Outpatient User Guide 

•NHSN Facility Administrator Enrollment Guide 



Getting Started in QualityNet 

 
• Register with QualityNet  

   First, a hospital must register for a QualityNet Account. That is done by going to  

QualityNet and setting up at least one QualityNet Security Administrator (SA). It is 
highly recommended that hospitals designate at least two QualityNet SAs – one to 
serve as the primary QualityNet SA and the other to serve as backup.  

 

    Download and complete the registration packet and mail to the address indicated in 
the instructions. You will be notified by e-mail when registration is complete and 
your QualityNet account has been activated. The e-mail will also contain your User 
ID. A Temporary Password will be sent in a separate e-mail. You will need both to 
complete enrollment for access to the QualityNet Secure Portal.  



QualityNet Security Administrator Registration 

 

Hospitals 
It is highly recommended that each organization designate two people as 
QualityNet Security Administrators. 
To register as a QualityNet Security Administrator: 
1.Download the QualityNet Security Administrator Registration Packet 
(PDF-78 KB).  
 
2.Follow the instructions for completing the Registration Form and 
Authorization Form. The Registration Form. The Authorization Form must be 
completed by the highest level executive at your organization.  
 
3.Mail the original, completed forms (keeping a copy for your records) to: 
QualityNet Help Desk 
12000 Ridgemont Drive 
Urbandale, IA 50323-2317  
You will be notified by e-mail when registration is complete and your QualityNet 
account has been activated. The e-mail will also contain your User ID. A 
Temporary Password will be sent in a separate e-mail. You will need both to 
complete enrollment for access to the QualityNet Secure Portal. 

http://www.qualitynet.org/dcs/BlobServer?blobkey=id&blobnocache=true&blobwhere=1228890544484&blobheader=multipart%2Foctet-stream&blobheadername1=Content-Disposition&blobheadervalue1=attachment%3Bfilename%3DQNetSecAdminFormInstrc_Sept2015.pdf&blobcol=urldata&blobtable=MungoBlobs


Getting Started in QualityNet (cont.) 

 
• Access the Quality Net Portal 

   For access to the QualityNet Secure Portal, complete the New User Enrollment 

Process. As part of the process, you’ll be asked to change your password and answer a 
set of security questions.  

 

• Maintain an Active QualityNet Security Administrator (SA)  

 Hospitals are required to maintain an active QualityNet SA. To maintain an active 
account it is recommended that QualityNet SAs log into their account at least once 
per month. If an account is not logged into for 120 days it will be disabled. Once an 
account is disabled, the user will need to contact the QualityNet Help Desk to have 
their account reset.  

 

 

 



QualityNet Secure Portal  
New User Enrollment 
The QualityNet Secure Portal houses various applications for the Center for Medicare & 
Medicaid Services’ (CMS’s) quality reporting programs. 
To access the portal, you must first complete registration as a QualityNet user. (Select the 
appropriate user community from the QualityNet Registration sidebar at the upper left of the 
QualityNet Home page.) After receiving your User ID and Temporary Password, sign in to the 
QualityNet Secure Portal to change your password and answer the security questions. The User 
ID and Password will be required for logging in to the portal.  
Next, complete the New User Enrollment Process and first-time login procedure outlined below. 
(See Section 5 of the QualityNet User Guide for more detailed instructions.) 
 
Enrollment, first-time login 
To enroll for access to the QualityNet Secure Portal: 
From the Symantec ID Protection Center, download the Symantec VIP Access Desktop 
application to your computer, tablet, and/or smartphone. (Enter m.vip.symantec.com in 
the browser on your mobile device). This may require the approval and assistance of your 
organization’s information technology staff. You will need the static Credential ID and the 
dynamic Security Code generated by this application to complete your enrollment.  
Log in to the QualityNet Secure Portal  
Click Start/Complete New User Enrollment in the yellow Help box.  
Follow the six-step process to verify your identity. You will use the PreciseID service from 
Experian, an external service selected by CMS, to confirm your identity by providing personal 
information via a safe, encrypted process that, in turn, produces verification questions. (See the 
Experian PreciseIDSM website for more information on this verification process.)  
After completing identity verification, enter the Credential ID and the Security Code (within 
30 seconds) generated by the Symantec VIP Access application. This will link your QualityNet 
user ID to your Symantec VIP Access credential.  
You may now log in to the QualityNet Secure Portal. 

http://www.qualitynet.org/dcs/ContentServer?cid=1120143435363&pagename=QnetPublic%2FPage%2FQnetHomepage&c=Page
http://www.qualitynet.org/dcs/BlobServer?blobkey=id&blobnocache=true&blobwhere=1228890185045&blobheader=multipart%2Foctet-stream&blobheadername1=Content-Disposition&blobheadervalue1=attachment%3Bfilename%3DQualityNetUserGuide_022814.pdf&blobcol=urldata&blobtable=MungoBlobs
https://idprotect.vip.symantec.com/mainmenu.v
https://cportal.qualitynet.org/QualityNetPortal/index.html
http://www.experian.com/decision-analytics/identity-and-fraud/identity-verification-screening.html
http://www.experian.com/decision-analytics/identity-and-fraud/identity-verification-screening.html
https://cportal.qualitynet.org/QualityNetPortal/index.html


Getting Started in QualityNet (cont.) 

 
• Complete a Notice of Participation (NoP) 

 In order for a hospital to have their data publicly reported a NoP must be completed. 

A NoP must be completed for both inpatient and outpatient reporting. NoPs are not 
required for participation in the Medicare Beneficiary Quality Improvement Project 
(MBQIP), but must be completed for data submitted to QualityNet to appear on 
Hospital Compare. To verify if your hospital has completed a NoP, or needs to 
complete a NoP for the first time:  

  a. Log into the QualityNet Secure Portal.  

  b. Under Quality Programs select Hospital Quality Reporting. This will bring 
      up the My Tasks page.  

  c. In the box titled Manage Notice of Participation click on View/Edit Notice of        
     Participation, Contacts and Campuses.  

  d. Follow the instructions to see your hospital’s status. Once your hospital’s  
     NoP is accepted, it remains active unless your hospital changes its pledge 
     status.  

 

 

 



National Helathcare Safety Network 

(NHSN) Reporting 
 

• Enroll Hospital in NHSN  
 To report these measures, your hospital must be enrolled in NHSN. If you are unsure of 

your hospital’s status with NHSN, email them at: nhsn@cdc.gov  
  
 If your hospital is not already enrolled in NHSN, the instructions for enrollment are located 

http://www.cdc.gov/nhsn/acute-care-hospital/enroll.html 
 
• Gather Influenza Vaccination Data  
  Hospitals report healthcare personnel (HCP) influenza vaccination coverage in the 

Healthcare Personnel Safety Component of NHSN. The HCP Influenza Vaccination 
Summary Protocol is a guide to collecting and reporting influenza vaccination summary 
data for the HCP Vaccination Module.  
 

• Submit HCP Influenza Vaccination Summary Data  
 Hospitals are only required to report HCP Influenza Vaccination Summary Data in NHSN 

once a year, at the conclusion of the reporting period (October 1 through March 31). 
Resources and instructions on how hospitals submit HCP influenza data can be found 
Surveillance for Healthcare Personnel Vaccination webpage.  

 

http://www.cdc.gov/nhsn/acute-care-hospital/enroll.html
http://www.cdc.gov/nhsn/acute-care-hospital/enroll.html
http://www.cdc.gov/nhsn/acute-care-hospital/enroll.html
http://www.cdc.gov/nhsn/acute-care-hospital/enroll.html
http://www.cdc.gov/nhsn/acute-care-hospital/enroll.html
http://www.cdc.gov/nhsn/acute-care-hospital/enroll.html
http://www.cdc.gov/nhsn/acute-care-hospital/enroll.html


Using Data Reports to Improve 

Hospital Outcomes 
 

•Quality Improvement Toolkit for EDTC Measures 
(Sratis Health) 

•HCAHPS Survey 

•EDTC Report 

•Hospital Compare 

 




